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Abstract

Using a methodology that inserts the current controversy over NSA surveillance into its historical context, this essay traces the origins of U.S. internal security back to America’s emergence as a global power circa 1898. In the succeeding century, Washington’s information infrastructure advanced through three technological regimes: first, the manual during the Philippine War (1898–1907); next, the computerized in the Vietnam War (1963–75); and, recently, the robotic in Afghanistan and Iraq (2001–14). While these military missions have skirted defeat if not disaster, the information infrastructure, as if driven by some in-built engineering, has advanced to higher levels of data management and coercive capacity. With costs for conventional military occupations now becoming prohibitive, the U.S. will likely deploy, circa 2020, its evolving robotic regime—with a triple-canopy aerospace shield, advanced cyberwarfare, and digital surveillance—to envelop the earth in an electronic grid capable of blinding entire armies on the battlefield or atomizing a single insurgent in field or favela.

Introduction

From the first hours of the American colonial conquest in August 1898, the Philippines served as the site of a social experiment in the use of police as an instrument of state power. During the next decade, the U.S. Army plunged into a crucible of counterinsurgency, forming its first field intelligence unit that combined voracious data gathering with rapid dissemination of tactical intelligence. At this periphery of empire, freed from the constraints of courts, constitution, and civil society, the U.S. imperial regime fused new technologies, the product of America’s first information revolution, to create a modern police and fashion what was arguably the world’s first full surveillance state.

A decade later, these illiberal lessons percolated homeward through the invisible capillaries of empire to foster a domestic security apparatus during the social crisis surrounding World War I. In the first weeks of war, a small cadre of Philippine veterans established the Military Intelligence Division, creating U.S. counterintelligence as a unique fusion of federal security agencies and citizen adjuncts that persisted for the next half century. America’s experimentation with policing at this periphery of its global power was thus seminal in the formation of a U.S. internal security apparatus with extensive domestic surveillance.

Over the past century, this same process has recurred, with striking similarities, as three U.S. pacification campaigns in Asia have dragged on for a decade or more, skirting defeat if not disaster. During each of these attempts to subjugate a dense Asian rural society, the U.S. military was pushed to the breaking point.
and responded by drawing together all extant information resources, fusing them into an infrastructure of unprecedented power, and producing a new regime for data management—creating innovative systems for domestic surveillance and global control.

Forged in these crucibles of counterinsurgency, the U.S. military’s information infrastructure has advanced through three distinct technological regimes: first, the manual during the Philippine War, 1898–1907; next, the computerized in the Vietnam War, 1963–75; and, most recently, the robotic in Afghanistan and Iraq from 2001 to perhaps 2014. These campaigns have proved seminal in fostering a distinctive U.S. imperial epistemology that privileges extrinsic, quantifiable data over deep cultural knowledge—a defining attribute evident during America’s computerized information regime in Vietnam and its robotic regime now taking form in space and cyberspace.

At the level of methodology, such historical analysis adds analytical depth to contemporary events, such as Edward Snowden’s revelations about the National Security Agency (NSA). Indeed, the salience, and significance, of contemporary surveillance practices explored in this article can only be fully understood via an approach that contextualizes their historical unfolding within the changing character of U.S. imperial controls. Through the historian’s habitual search for origins or watersheds, we can push the formation of the U.S. security apparatus back another half century to the Philippine Insurrection and World War I, mitigating what one historian has called the “debilitating liability” (Walker 2009: xi) of the usual focus on World War II or the Vietnam War as seminal and the consequent omission of any antecedents (Immerman 2014: 9–19, 76–88; Prados 1996: 15–22; Moran and Murphy 2013: 1–14). Such a shift can also broaden our analysis to actors beyond the FBI, showing that the U.S. surveillance state did not simply spring, Athena-like, full grown from the head of J. Edgar Hoover (Weiner 2013: xvi, 3, 9–10, 13, 25, 40–43, 61–62, 84–90, 195–201, 264–87). This broader time frame indicates that, once introduced, potent covert controls such as surveillance prove persistent, resisting reform and reviving in any crisis. Moreover, a comparison of colonial policing and political scandal offers insight into the logic of current NSA surveillance of allied leaders worldwide. With Clio thus whispering in our ear, we can sort through these billions of purloined bytes to discern nothing less than a changing array of global power.

At the level of theory, this history of U.S. intelligence compels a revision of Max Weber’s hypothesis about the monopoly of physical force as the distinctive attribute of the modern state (Gerth and Mills 1946: 77–78). The state is not defined solely by a monopoly on raw physical force, but instead by its use of coercion to extract information for heightened social control, simultaneously shaping mass consciousness and penetrating private lives. At the start of the 19th century, as James C. Scott argues, the European state launched bureaucratic reforms that rendered land and society “legible” by extrinsic means such as the metric standard for measurement and patronyms for conscription—a fundamental change but one that still left the state politically blind (Scott 1998: 1–3, 11–72, 373). At the start of the 20th century, however, America moved beyond such passive data collection to become the site of an accelerating information revolution whose synergies represent a second, significant phase in the perfection of modern state power—rendering its subjects not simply legible but permeable.

**America’s First Information Revolution**

During an extraordinary decade, the 1870s to the 1880s, America’s first information revolution arose from a synergy of innovations in the management of textual, statistical, and visual data that created the technical capacity for surveillance of the many rather than just a few—a defining attribute of the modern state. Within these few years, the sum of Thomas Edison’s quadruplex telegraph (1874), Philo Remington’s commercial typewriter (1874), and Alexander Graham Bell’s telephone (1876) allowed the transmission and recording of textual data in unprecedented quantities at unequalled speed, and with unsurpassed accuracy (Richards 1964: 23–25; Coe 1993: 89).
These dynamic years also saw parallel progress in the management of statistical and visual data. After Herman Hollerith patented the punch card (1889), the U.S. Census Bureau adopted his Electrical Tabulating machine in 1890 to enumerate 62,622,250 Americans within a few weeks—a stunning success that later led to the founding of International Business Machines, better known by its acronym IBM (Howell 1995: 33–34, 40–42; Austin 1992: 13–21; Wines 1900: 34–36; Kistermann 2005: 56–66; Pugh 1995: 1–36; *American Machinist* 1902: 1073–75; Koon 1914: 533–36; Jones n.d.; Howells 2000). Almost simultaneously, the development of photoengraving (1881) and George Eastman’s roll film (1889) extended this information revolution to visual data (Gernsheim and Gernsheim 1969: 403–09).

With a surprising simultaneity, parallel innovations emerged in data storage. In the mid-1870s, Melvil Dewey cataloged the Amherst College Library with his “Dewey decimal system” and Charles A. Cutter worked at Boston’s Athenaeum Library to create what became the current Library of Congress system—both, in effect, inventing the “smart number” for reliable encoding and rapid retrieval to manage this rising tide of information (Wiegand 1996: 14–24; Wiegand and Davis 1994: 147–50; Comaromi and Satija 1988: 4–9; LaMontagne 1961: 52–99, 179–233).

Within a decade, U.S. libraries, hospitals, and armed forces applied the “smart number” to create systems that reduced otherwise inchoate masses of data to numerical codes for rapid filing, retrieval, and cross-referencing—allowing a modernization of the Federal bureaucracy. In quick succession, the Office of Naval Intelligence created a card method for recording intelligence (1882), and the U.S. Army’s Military Information Division (MID) adopted a similar system three years later. Indicative of the torrid tempo of this information revolution, MID’s intelligence cards grew from just 4,000 in 1892 to over 300,000 just a decade later (Bethel 1947: 17–24).

Since American police were then the province of big-city bosses, this information revolution came to crime detection from a mix of foreign and domestic sources. At Paris police headquarters in 1882, Alphonse Bertillon developed the first biometric criminal identification system with eleven cranial and corporeal measurements as well as two facial photographs (front and side view) that was adopted, within a decade, as the American standard (Bertillon 1899/1977: 6, 17, 91–94; Morn 1982: 124–27; Henry 1900: 61; Rhodes 1956: 71–109; Thorwald 1965: 20–26). During the 1890s, moreover, the inspector general of police for India, Sir Edward R. Henry, finalized the modern system of fingerprint classification, bringing this biometric method to Scotland Yard in 1901, from whence it migrated to America three years later at the St. Louis World’s Fair. Major U.S. cities soon adopted fingerprinting as their sole standard for criminal identification. Although the Bureau of Investigation (later the FBI) did not follow suit until 1924, its files passed the six million mark within a decade and its director was soon urging compulsory fingerprinting for all citizens. Only months after a young J. Edgar Hoover became head of the Bureau’s Radical Division in 1919, he could boast of 80,000 file cards “covering the activities of not only the extreme anarchists but also the more moderate radicals” (Dilworth 1977: 1–3, 6–8, 60–106, 131, 161–66; Henry 1900: 4–7, 61–69; Bertillon 1899/1977: 10–12; *Police Chiefs News Letter* 1934: 2; *Police Chiefs News Letter* 1936: 2; Polenberg 1987: 165).

While an imitator in criminal identification, America was an innovator in the field of police and fire communications, with the Gamewell Corporation adapting telegraphy and telephony to create centralized fire-alarm systems that became the world’s standard (*Gamewell Fire Alarm Telegraph Co.* 1916: chaps. 2–7; Maver Jr. 1903: 440–53; Ditzel 1990: 5, 16–28, 40–42; Werner 1974: 177–84). By 1900, America’s cities were wired with a total of 764 municipal fire-alarm systems and 148 police-patrol networks handling a total of 41 million messages in a single year (Little Jr. 1976: 83; Heath 1981: 32, 45, 69–71; Ditzel 1990: 27; U.S. Bureau of the Census 1904: 421–22). On the eve of empire in 1898, however, Congress and courts restrained any national application of these innovations, leaving the Federal government with a limited capacity for law enforcement or domestic security beyond the Customs barrier.
Intelligence Apparatus

After 1898, the conquest of the Philippines made America an imperial power, unleashing the potential of its new information technology. In a sprawling U.S. empire of Western plains and tropical islands, only the Philippines strained America’s coercive capacities with a fifteen-year war against an extraordinary array of insurgents—national army, urban underground, militant unions, messianic peasants, and Muslim separatists.

In this protracted pacification after 1898, the U.S. Army formed three new services seminal for a U.S. counterintelligence capacity—its own Division of Military Information, which developed methods later applied to America; the Philippines Constabulary that pacified the new colony’s insurgency through pervasive surveillance; and the Manila Metropolitan Police, which became the most advanced force then operating under the American flag.

In retrospect, the sum of such surveillance provided the nascent U.S. imperial regime with key elements of colonial control: first, basic intelligence on leaders and movements to be countered with raw coercion; second, scurrilous information about derelictions of local leaders useful in assuring their compliance with an alien authority; and, finally, the empowerment of an imperial gaze. Through the clandestine accumulation of knowledge—routine, intimate, or scandalous—about native collaborators, the so-called “subordinate elites” critical for colonial rule, American officials gained a sense of omniscience, infusing them with an aura of authority for the exercise of dominion (Robinson 1972: 132–33, 138–39).

Landing in the Philippine Islands without maps, language, or intelligence, the U.S. Army soon became, as one senior intelligence officer put it, “a blind giant” that was “more than able to annihilate, to completely smash” anything it faced, but found it “impossible to get any information” about where or when to unleash this lethal force. Complicating the army’s intelligence efforts, Filipino officers, despite limited combat experience, were skilled at espionage, developing codes to conceal identities (Linn 2000: 127, 191; Linn 1991: 90–96). As it struggled to uproot guerrillas immersed in rugged terrain and hostile populations, the U.S. Army discovered the imperative of accurate intelligence and established the Division of Military Information, or DMI—the first field intelligence unit in its hundred-year history.

In early 1901, Captain Ralph Van Deman, later known as the “father of U.S. Military Intelligence,” assumed command of the DMI and began developing procedures that would influence later intelligence operations for the entire U.S. Army (Jensen 1991: 112; Powe 1975: 18–21; Campbell 1987: 13; Bigelow 1990: 38). Instead of passively filing documents like staff at the Military Information Division in Washington, Van Deman’s Manila command combined reports from the Army’s 450 post information officers with data from the colony’s civil police. With telegraph lines knitting nets around guerrilla zones and the captain pressing subordinates for fast, accurate information, the DMI’s field units proved agile in tracking rebel movements and identifying their locations for timely raids (Weber 1988: 7–8; Linn 1991: 100–08; Linn 1989: 155–56).

With a voracious appetite for raw data, DMI launched, in March 1901, a “confidential” project to map the entire guerilla infrastructure by compiling information cards for every influential Filipino—documenting physical appearance, personal finances, political loyalties, and kinship networks. For rapid retrieval, the DMI’s clerks transcribed these cards into indexed, alphabetical rosters for each military zone (Barry 1901). With few military precedents to guide him, Van Deman thus developed comprehensive doctrines

---

1 See also the testimony of Colonel Arthur L. Wagner, former head of the Military Intelligence Division, in U.S. Senate, 57th Congress, 1st Session, doc. no. 331, part 3, Affairs in the Philippine Islands: Hearings before the Committee on the Philippines of the United States Senate (Washington, DC: Government Printing Office, 1902), 2850–51.

**Philippine Police and Constabulary**

During its three-year pacification of Manila, 1898–1901, the U.S. Army also created a metropolitan police force that applied military intelligence and data management for an efficient counterintelligence. When U.S. civil rule started in 1901, Manila’s colonial police added the most advanced of America’s crime control technologies—a centralized phone network, the Gamewell system of police-fire alarms, incandescent electrical lighting for city streets, Bertillon’s photo identification, and fingerprinting. Within 20 years, Manila’s police files would amass 200,000 alphabetized file cards covering 70 per cent of the city’s population (Khaki and Red 1927: 5–8, 9; Khaki and Red 1932: 12; Philippines Free Press 1918: 3).

After his inauguration in July 1901, the first U.S. civil governor, William Howard Taft, elaborated military methods into a modern surveillance state, creating a distinctive colonial regime that ruled through a total control over information. Only weeks after taking office, Taft established the Philippines Constabulary as a long-arm mobile police—with 325 officers, many of them Americans, and 4,700 constables, all of them Filipino—and assigned it the dual mission of counterinsurgency and colonial intelligence.

The Constabulary’s founder was Captain Henry T. Allen, a West Point graduate who understood the import of intelligence and secret police from an earlier assignment as military attaché at the czar’s court in St. Petersburg (Twitchell Jr. 1974: 4–86, 290). With its network of 200 Filipino spies, the Constabulary’s Information Division drew data through intensive surveillance, covert penetration, and monitoring of press and public discourse. All this intelligence flowed into the division’s headquarters where it was translated, typed, numbered, and filed in dossiers for retrieval. These numbered files also allowed juxtaposition of related intelligence for psychological profiling, order-of-battle rosters, and longitudinal studies of entire movements—creating a colonial frame for analysis and action (McCoy 2009: 104–06, 129).

**Politics of Scandal**

Within this police panopticon, the Constabulary was systematic in its collection of incriminating information and selective in its release—suppressing scandal to protect allies and releasing scurrilous information to destroy enemies. By late 1904, Archbishop Gregorio Aglipay was about to legitimate his nationalist schism, the Iglesia Filipina Independiente, which controlled 30 per cent of the country’s Catholic parishes, with a final, critical step: the grant of apostolic succession from the U.S. Episcopal Church. The U.S. colonial regime saw this schism as a serious threat to its alliance with the Catholic Church and regarded Archbishop Aglipay himself as an unrepentant revolutionary (Clifford 1969: 234–45; Grove 1903; Achutegui and Bernad 1961: 206–08).

Thus, as Episcopalian bishops gathered at Boston in 1904 to consider an affiliation with this Philippine schismatic church, Chief Allen blocked any alliance by sending the American bishops an intelligence profile of Aglipay—stating spuriously he had, during the Revolution against Spain, ordered a Spanish bishop flogged with 300 lashes and later prowled the halls of a Catholic convent with lecherous intent (Brent 1904a; Allen 1904; Brent 1904b; Brent 1904c; Clymer 1986: 122). In a closed session, the Episcopal bishops rejected recognition of the Aglipayan Church, delaying the natural union of these two churches for another 60 years, long after Philippine independence (Brent n.d.; Achutegui and Bernad 1961: 388–90; Clymer 1986: 120–22). Along with other colonial pressures, this setback contributed to a rapid decline in the strength and status of the Aglipayan nationalist schism.
Other documents offer instances of Constabulary suppression of sensitive information about a close Filipino collaborator. Among the thousands of reports that crossed his desk, General Allen carried just one document with him through wartime service in France and into retirement near Washington, D.C.—a DMI report titled “The Family History of M.Q.” Among its scandalous tales, this report alleged that an influential Filipino politician, identified only as MQ, had concealed a premarital liaison with his half-sister and future wife by arranging an abortion. And he had also buried the fruit of a similar liaison with another half-sister in Manila’s Paco Cemetery.2

During the first decade of his political career, MQ, or Manuel Quezon, served the Constabulary as a secret agent and was, in turn, protected from the taint of such scandal. In 1903, the future PC chief Rafael Crame, then a lieutenant in its Information Division, retained the young Attorney Quezon as a “private spy ... used in all sorts of cases in the early days of the Constabulary” (Wood 1923). Since Quezon cooperated fully, the “The Family History of M.Q.” remained safely buried in General Allen’s private files until his death, thereby assuring Quezon’s unchecked rise to become the first Philippine president in 1935 and, after independence in 1946, the namesake for his nation’s new capital.

Colonial Blueprint

At the close of the U.S. pacification of the Philippines, Mark Twain wrote an imagined history of 20th century America arguing that its “lust for conquest” had destroyed “the Great [American] Republic” because “trampling upon the helpless abroad had taught her, by a natural process, to endure with apathy the like at home; multitudes who had applauded the crushing of other people’s liberties, lived to suffer for their mistake” (Twain 1992: 78–79). Indeed, just a decade after Twain wrote those prophetic words, these colonial police methods were repatriated to provide blueprints for the foundation of a U.S. internal security apparatus.

For the U.S., Philippine conquest provided the first manifestation of the repressive potential of its new information technology. On the eve of empire in 1898, the country was what Stephen Skowronek has called a “patchwork” state with a loosely structured administrative apparatus, leaving ample room for innovation that came, with stunning speed, in these years of empire. Whatever one might think of Skowronek’s overall assessment, his weak state thesis seems useful in assessing a key area he overlooks—Federal capacity for law enforcement and state security (Skowronek 1982: 8–18, 39–46).

When America entered World War I in April 1917, it had the only army on the battlefield without an intelligence service of any description. With surprising speed, these colonial police methods migrated homeward through the invisible capillaries of empire to provide templates for two new U.S. Army commands that fostered a domestic security apparatus—Military Intelligence and Military Police.

Within weeks, Colonel Ralph Van Deman drew upon his Philippine experience to establish U.S. Military Intelligence, quickly recruiting a staff that grew from one employee (himself) to 1,700 and devising the entire institutional architecture for America’s first internal security agency. Just as the Philippine Constabulary had used civilian operatives, so Van Deman designed U.S. internal security as a unique fusion of federal agencies and civil auxiliaries that would mark its operations for the next half-century. In collaboration with the FBI, Van Deman presided over a counterintelligence auxiliary, the American Protective League, with 350,000 civilian operatives who amassed over a million pages of surveillance


Military Police

Similarly, in the war’s final months General Harry Bandholtz, drawing on what he called his “long experience in command of the Philippine Constabulary” (1907–13), established the U.S. Military Police or MPs, charged with managing the chaos of postwar occupation and demobilization. Following their formation in October 1918, Bandholtz quickly built the MPs into a corps of 31,627 men stationed in 476 cities and towns of five nations—France, Italy, Belgium, Luxembourg, and the German Rhineland. By training over 4,000 officers and men at service schools in France, Bandholtz ended early complaints of disrespect or even “brutality” and established a record of “kindness … to the native inhabitants” (Washington Evening Star 1940; Bandholtz 1919/1991: 313–28; Wright, Jr. 1992: 8–9).

After the war as well, Bandholtz applied lessons learned from repressing Filipino radical movements to lead the Army in crushing the only armed uprising that the U.S. faced in the 20th century. In 1921, as 10,000 striking mineworkers armed with rifles shot it out with sheriffs and private security across Mingo and Logan counties in West Virginia, Bandholtz quelled the violence without firing a shot. Using the psychological tactics learned from his years in the colonial Constabulary to dominate the union leaders, he deployed 2,100 federal troops to demobilize 5,400 miners, confiscate 278 firearms, and send everyone home. Sixteen men died in the five-day Battle of Blair Mountain, but none was shot by U.S. Army troops (Institute for the History of Technology and Industrial Anthropology 1992: 35–50; Laurie and Cole 1997: 320–24).3

Postwar Surveillance

With war’s end in 1918, Military Intelligence revived the Protective League and organized the American Legion for two years of repression against the socialist left—marked by mob action across the Midwest, the notorious Lusk raids in New York City, J. Edgar Hoover’s “Palmer raids” across the northeast, and suppression of strikes from New York to Seattle. But once Congress and the press exposed these excesses, Republican conservatives quickly curtailed Washington’s internal security apparatus. In May 1924, Attorney General Harlan Fiske Stone, worried that “a secret police may become a menace to free government,” announced, “the Bureau of Investigation is not concerned with political or other opinions of individuals.” Five years later, Secretary Henry Stimson abolished the State Department’s cryptography unit with the admonition, “Gentlemen do not read each other’s mail” (Jensen 1968: 287–89; Hyman 1959: 323–24; McCormick 1997: 202; Kornweibel Jr. 1998: 174–75; Kahn 2004: 94–103; Talbert Jr. 1991: 208–11; Van Deman 1928; U.S. Senate 1976b: 105–06; Schmidt 2000: 324–28, 368).

If General Van Deman’s wartime service won him the title “father of U.S. Military Intelligence,” then his subsequent surveillance should earn him another honorific, “father of the American blacklist.” After retiring from the army in 1929, Van Deman and his wife worked tirelessly for the next quarter-century from their bungalow in San Diego, coordinating an elaborate information exchange among military intelligence, police red squads, business security, and citizen vigilante groups to amass detailed files on 250,000 suspected subversives. Indicative of his influence over internal security, Van Deman attended the confidential National Intelligence Conference in 1940 between J. Edgar Hoover and the chief of Army

---

intelligence who, like the Pope at Tordesillas, divided the world through the “Delimitations Agreement”—assigning counterintelligence for the Americas to the FBI and intelligence gathering for the rest of the world to the Army’s Military Intelligence and its descendant, the Office of Strategic Services (OSS) (Talbert Jr. 1991: 255–59; U.S. Senate 1976a: 33–38).

**Communist Witch Hunt**

In the aftermath of World War II, the nation’s public–private security alliance revived to create the anti-communist movement identified with Senator Joseph McCarthy. In this witch-hunt, Van Deman worked closely with the FBI and the California Committee on Un-American Activities in a public exposé of the Communist Party, particularly in Hollywood. In June 1949, that California committee, headed by Senator Jack Tenney, drew upon Van Deman’s archive to issue a sensational 709-page report denouncing hundreds of Hollywood luminaries as “red appeasers”—including Charlie Chaplin, Katherine Hepburn, Gregory Peck, Orson Welles, Frank Sinatra, and, particularly, Helen Gahagan Douglas (New York Times 1949a, 1949b, 1971; California Legislature 1949: 411, 448–49, 488–537; McGilligan and Buhle 1997: 368–69).4

Within this wider public–private alliance, Van Deman’s archive served as an informal conduit for moving security reports from closed, classified government files into the hands of citizen anti-communist groups for public black listing. In the 1946 congressional elections, for example, an obscure Los Angeles lawyer named Richard Nixon reportedly used Van Deman’s files for red baiting to defeat five-term Democratic congressman, Jerry Voorhis. Four years later, Representative Nixon reportedly used the same files and tactics to beat Representative Helen Gahagan Douglas in the race for the U.S. Senate, launching him on a path to the presidency (Halloran 1971: 35).

This archive did not die with its creator. Only hours after Van Deman passed away in 1952, a team from the U.S. Army Counter Intelligence Corps secured his voluminous files. For the next 20 years, his records were used by the army, and then, in 1971, delivered to the U.S. Senate Internal Security Committee where they assisted in the investigation of suspected communists until the late 1970s (Talbert Jr. 1991: 270–71; Halloran 1971).5

More broadly, Van Deman’s methods were perpetuated inside the FBI, particularly after 1940 when Hoover’s bureau gained control of U.S. counterintelligence and used wartime conditions for illegal break-ins, wiretaps, and mail intercepts. To curtail enemy espionage, President Franklin D. Roosevelt authorized Hoover, in May 1940, to engage in limited wiretapping that the bureau expanded into widespread surveillance. During the war, the bureau planted 6,769 wiretaps and 1,806 bugs that provided the president with phone transcripts from his domestic enemies—notably, aviator Charles Lindberg, Senator Burton K. Wheeler, and Representative Hamilton Fish. Upon taking office in early 1945, President Harry Truman soon discovered the extraordinary extent of FBI surveillance. “We want no Gestapo or Secret Police,” Truman told his diary that May. “FBI is tending in that direction. They are dabbling in sex-life scandals and plain blackmail” (Weiner 2013: 77, 86–90, 134–35). Yet after only a few months in office, Truman

---

4 The famous Appendix 9 of HUAC’s 1944 report, which includes a similarly massive list of communists, was unknown to the public and restricted to a narrow circle of government investigators as late as 1951. See Edward L. Barrett Jr., The Tenney Committee: Legislative Investigation of Subversive Activities in California (Ithaca, NY: Cornell University Press, 1951), 20–22.

5 See also, R. R. Roach, letter to D. M. Ladd, July 13, 1945; D.M. Ladd, letter to E.A. Tamm, October 29, 1945; Colonel F.W. Hein to Commanding Officer 115th CIC Detachment, March 8, 1951; A.H. Belmont, letter to D.M. Ladd, November 9, 1951; Colonel H.S. Isaacson, letter to Major General A.R. Bolling, November 27, 1951; Director to SAC San Diego, December 11, 1951; V.P. Keay, letter to A.H. Belmont, January 22, 1952; Santoiana to Director, January 22, 1952; SAC San Diego to Director, February 4, 1952; SAC SF to Director, n.d.; Subject: Van Deman, Ralph Henry, Files 65-37516, 94-37515, Federal Bureau of Investigation, Washington, DC.
ordered FBI phone taps on Thomas G. Corchran, President Roosevelt’s trusted aide whom Truman now regarded as “poison” (Burnham 1986).

**OSS in World War II**

The manual information regime reached its apotheosis during World War II when Washington established the Office of Strategic Services (OSS) as America’s first global espionage agency. Among this agency’s nine branches, Research & Analysis recruited 1,950 academics who amassed 300,000 photographs, one million maps, and three million file cards—which it deployed to produce over 3,000 staff studies and answer countless tactical questions (Winks 1987: 60, 74–75, 104, 111, 113–14).

By early 1944, however, OSS found itself, in the words of historian Robin Winks, “drowning under the flow of information” with documents stacking up, unread and unanalyzed. Without technological change to allow more efficient data management, this manual regime might have eventually collapsed under its own weight, imposing limits on America’s voracious imperial epistemology (Winks 1987: 104–05).

**Vietnam War**

Under the pressures of a protracted counterguerrilla campaign in South Vietnam from 1964 to 1974, the U.S. launched a computerized information infrastructure that was nothing less than a second American information regime.

After Defense Secretary McNamara told the CIA in 1966 to “design me something that will tell us the status of control in the countryside,” the agency identified eighteen variables that allowed U.S. military advisers to assess security in South Vietnam’s 12,000 hamlets on a scale from A (secure) to E (Viet Cong control). Every month, the U.S. command’s IBM computers arrayed the results of this Hamlet Evaluation Survey (HES) on an illusory dot-matrix computer map. Unable to measure the critical variable of “popular commitment, because we couldn’t,” the HES faced an impossible dilemma. “We were trying desperately to find countrywide indicators,” explained U.S. pacification chief Robert Komer, “and naturally the only indicators we could use were those that were statistically comparable and measurable” (Komer 1970: 198–204, 207–08, 243). Thus, the share of South Vietnam’s population rated “secure” climbed relentlessly to 75 per cent on the eve of the disastrous 1968 Tet Offensive (Gibson 1986: 305–15; Lester 1990: 2–5). Six years later as the Saigon regime plunged toward defeat, this HES survey found South Vietnam 84 per cent pacified. In the end, these automated indices led South Vietnam’s government, said CIA director William Colby, “to delude itself about its standing with its own people” (Hunt 1990: 185–86, 194–95, 197–99, 260–61; Lester 1990: 2).

More successfully, the U.S. Air Force retrofitted the dumb Ryan “Firebee” target drone for 3,500 unmanned surveillance sorties over China and North Vietnam. By 1972, the “SC/TV” model drone with a camera in the nose could fly 2,400 miles while the “airborne remote control officer … could now navigate using a low-resolution television image” (Ehrhard 2000: 413, 417–18; Goebel 2006; U.S. Air Force 2005: 1–2). Even though all this computerized data contributed to America’s soul-searing defeat in Vietnam, in retrospect they served as a significant experimental step toward the formation of a third, robotic information regime.

During the Vietnam era as well, the FBI’s COINTELPRO and the CIA’s Operation Chaos conducted illegal acts of domestic surveillance against the anti-war left. After a quarter-century of warrantless wiretaps, the bureau had already built its “Sex Deviate Files” and “Official/Confidential” files into veritable archives on the sexual peccadilloes of America’s powerful. Hoover used such scandal to shape the direction of U.S. politics—distributing a dossier on Adlai Stevenson’s homosexuality to assure his defeat in the 1952 presidential election, circulating audiotapes of Martin Luther King Jr.’s philandering, and

“The moment [Hoover] would get something on a senator,” recalled William Sullivan, then the bureau’s third-ranking official, “he’d send one of the errand boys up and advise the senator that ‘we’re in the course of an investigation, and we by chance happened to come up with this data on your daughter …’” From that time on, the senator’s right in his pocket” (Kessler 2011: 37–41). By the time of Hoover’s death in 1972, locked file cabinets inside his personal office held 722 files on congressmen and 883 on senators, documenting their indiscretions (Summers 2011).

At the end of the Vietnam War, the Church and Rockefeller committees investigated the excesses of this domestic surveillance, prompting formation, under the Foreign Intelligence Surveillance Act of 1978, of so-called FISA courts authorized to issue warrants for national security wiretaps. In effect, the combination of media exposé and legislative reform corrected these Cold War excesses, much as Republican conservatives had done in the aftermath of World War I (Hersh 1974: 1; Horrock 1975a: 1; Horrock 1975b: 1; Horrock 1976: 1; Wicker 1976: 21; Charlton 1977: 1; Burnham 1978: 19; Binder 1978; Horrock 1979: 17).

**War on Terror**

As its pacification of Afghanistan and Iraq sank into the miasma of these dense social formations after 9/11, Washington adopted electronic surveillance, biometric identification, and unmanned aerial vehicles—whose sum is now forming a third U.S. information regime. This amorphous war’s voracious appetite for information soon produced a veritable “fourth branch” of the federal government with 854,000 vetted security officials and over 3,000 private and public intelligence organizations pumping out, in 2010, a total of 50,000 intelligence reports annually, many redundant and unread (Priest and Arkin 2010).

After vocal public opposition to its overt attempts at systemic domestic surveillance under Operation TIPS and Pentagon’s Total Information Awareness, the Bush administration retreated into the shadows to launch secret domestic surveillance by the FBI and NSA (Shenon 2002: A-12; Lichtblau 2003: A-1; Lichtblau 2004: A-17; Lichtblau 2005: A-12; Hentoff 2002a; Eggen 2002: A-1; Crossen 2002; Hentoff 2002b). In 2002, Congress erased the bright line that had long barred the CIA from domestic spying, granting the agency power to access U.S. financial records and audit electronic communications routed through the country (Weiner 2002: C-1, Weiner 2007: 482–83).

Not satisfied, President Bush, starting in October 2001, ordered the NSA to commence covert monitoring of private communications through the nation’s telephone companies without warrants (Risen and Lichtblau 2013). Since the Bush administration decided “metadata was not constitutionally protected,” the NSA launched a sweeping attempt under Operation Stellar Wind “to collect bulk telephone and Internet metadata” (National Security Agency 2009: 7–13).

Armed with expansive FISA court orders allowing collection of data sets rather than specific targets, the FBI’s “Investigative Data Warehouse” acquired over a billion documents within five years—including intelligence reports, social security files, drivers’ licenses, and private financial information—accessible to 13,000 analysts making a million queries monthly (Mueller 2006; Nakashima 2006; A-6; Gellman and Poitras 2013). As the sheer masses of data strained computer capacities, the Bush administration launched the Intelligence Advanced Research Projects Activity in 2006, using IBM’s Watson supercomputer to sift the rising haystack of internet data (Risen and Lichtblau 2013).
In 2005, the New York Times exposed this illegal surveillance for the first time (Risen and Lichtblau 2005). A year later, USA Today reported the NSA was “secretly collecting the phone call records of tens of millions of Americans, using data provided by AT&T, Verizon and Bell South.” One expert called it “the largest database ever assembled in the world,” adding presciently that the agency’s goal is “to create a database of every call ever made” (Cauley 2006). Armed with expanded powers by Congressional legislation in 2007 and 2008 that legalized Bush’s once illegal program, the NSA launched its PRISM program by compelling nine internet service providers to transfer what became billions of emails to its massive data farms (Gellman and Poitras 2013). And the FISA courts, created to check the security state, instead became its close collaborator, approving nearly 100 per cent of government wiretap requests and renewing mass metadata collection of all U.S. phone calls 36 consecutive times from 2007 to 2014 (Litchblau 2013; Gross 2014).

**Surveillance Under Obama**

Instead of curtailing his predecessor’s wartime surveillance, President Obama expanded the NSA’s digital panopticon into a permanent weapon for the exercise of U.S. global power. Under Obama, the NSA’s foreign and domestic internet penetration became so pervasive that the U.S. surveillance state moved beyond legibility to permeability—not merely monitoring movement, but seeing inside Americans’ lives.

By the end of Obama’s first term in 2012, the NSA’s global surveillance was remarkable for its ability to sweep up billions of messages worldwide and monitor specific international leaders. To achieve this extraordinary capability, the NSA under Obama completed the agency’s architecture for a global surveillance regime—including, access points for penetration of the worldwide web of fiber optic cables; ancillary intercepts through special protocols and “backdoor” software flaws; supercomputers to crack the encryption of this digital torrent; and massive data farms to store the endless “yottabytes” (each equivalent to a trillion terabytes) of purloined data.

In August 2013, the New York Times reported that the FISA court had chastised the NSA two years earlier for intercepting some 250 million email messages from Americans annually while supposedly tracking foreign suspects and maintaining a log of all domestic phone calls since 2006 (Savage and Shane 2013). A month later, the paper revealed that the NSA had, since 2010, applied sophisticated software to create “social network diagrams … to unlock as many secrets about individuals as possible … and pick up sensitive information like regular calls to a psychiatrist’s office [and] late-night messages to an extramarital partner” (Risen and Poitras 2013a).

The NSA’s so-called “bulk email records collection” under the sweeping Patriot Act continued until 2011 when two U.S. senators protested that the agency’s “statements to both Congress and the Court … significantly exaggerated this program’s effectiveness”—eventually forcing Obama to curtail this operation (Wyden 2013). Nonetheless, the NSA continued to collect U.S. personal communications by the billions under its PRISM program, authorized by a FISA court order requiring Verizon to transfer all phone calls, foreign and domestic, on an “ongoing daily basis” (Greenwald 2013a). Beyond that “front-door access” provided by PRISM, the NSA’s surreptitious MUSCULAR project, according to a January 2013 agency document, penetrated data transfers between internet giants Google and Yahoo to capture 181 million new records in just 30 days (Gellman and Soltani 2013).

The ongoing War on Terror provided both the political impetus and technical innovation for this rapid growth in U.S. surveillance. By the time the U.S. withdrew from Iraq in late 2011, the U.S. Army’s Biometrics Identity Management Agency (BIMA) had collected fingerprints and iris scans for three million people, or 10 per cent of that country’s population. In Afghanistan by early 2012, U.S. military computers held biometrics for two million Afghans, again about 10 per cent of this country’s population (Mansfield-Devine 2012: 5–6). Two years after the Pentagon’s Homeland Security commander, General
Victor Renuart, called for the domestic application of this technology in 2009, a company called BI2 Technologies in Plymouth, Massachusetts, began marketing the Mobile Offender Recognition and Information System (MORIS), with smart phone-based iris recognition, to dozens of police forces across America (Howard 2011; Hodge 2009). Similarly, the military’s experimental Biometric Optical Surveillance System (BOSS), designed to spot suicide bombers in crowds of Afghans or Iraqis, was transferred to Homeland Security in 2010, which continued to develop facial recognition through surveillance cameras for future use by local police (Savage 2013).

Beyond U.S. borders, the World Wide Web’s centralization of most communications into a global network of fiber optic cables, routed through relatively few data hubs that are all accessible to the NSA, has allowed the U.S. a capacity for global surveillance far beyond the British Empire’s yield from its trans-oceanic telegraph cables. The NSA’s 2012 schematic for its “Worldwide SIGINT/Defense Cryptologic Platform” indicates that the agency inserted malware on 50,000 computers worldwide through just 20 “covert, clandestine, or cooperative” cable access points, supplemented by 170 secondary and tertiary entries—an extraordinary economy of force for worldwide surveillance and cyberwarfare (National Security Agency 2012).

Leaked NSA documents published in The Guardian indicate that the agency’s X-KeyScore program collected “staggering large” quantities of internet communications, including 850 billion “call events” in
2007 and 41 billion records for a single month in 2012, about “nearly everything a user does on the internet” from chat rooms to online searches (Greenwald 2013b). Through expenditures of $250 million annually under its Sigint Enabling Project, the NSA systematically and stealthily penetrated all encryption designed to protect privacy. “In the future, superpowers will be made or broken based on the strength of their cryptanalytic programs,” reads a 2007 NSA document. “It is the price of admission for the U.S. to maintain unrestricted access to and use of cyberspace” (Perlroth, Larson and Shane 2013).

Under Obama as well, the NSA cooperated with its long-time British counterpart, the Government Communications Headquarters (GCHQ), to tap the dense cluster of Trans-Atlantic Telecommunication (TAT) fiber optic cables that pass through the United Kingdom. Two years after turning its gaze from the skies above to probe the cables below at its Cornwall station, GCHQ’s Operation Tempora achieved the “biggest internet access” of any partner in the “Five Eyes” signals intercept coalition that includes the UK, U.S., Australia, Canada, and New Zealand. When the operation went online in 2011, GCHQ sank probes into 200 internet cables and was soon collecting 600 million telephone messages daily, accessible to 850,000 NSA employees (MacAskill et al. 2013).

This close cooperation between the NSA and GCHQ dates back to the dawn of the Cold War in March 1946 when the two powers signed the top secret British–U.S. Communication Intelligence Agreement (BRUSA), then focused on high-altitude interception of Soviet bloc radio waves. During the next decade, this British–U.S. intercept program expanded into a worldwide listening apparatus by adding close partners in the Five Eyes coalition and allies—such as Norway, Germany, Italy, and Turkey—as adjuncts in the Echelon network (Norton-Taylor 2010; National Security Agency 1946).

Apart from tracking terrorists, the NSA has conducted extensive surveillance of Allied nations to more efficiently control the nexus of so-called “subordinate elites” that has been the fulcrum for the U.S. exercise of global power since the mid-1950s. Just as colonial police such as the Philippines Constabulary once surveilled thousands of local influentials who collaborated with European colonial rule, so the CIA and NSA have monitored the several hundred national leaders who now play an analogous role in America’s global imperium.

What is the aim of such sensitive surveillance, which runs the risk of serious political repercussion if exposed? Here, situating U.S. colonial policing in historical perspective provides a precedent that explains the strategic significance underlying the NSA’s aggressive global surveillance.

In a parallel with U.S. colonial policing in the Philippines, such worldwide surveillance provides Washington with the information needed for global hegemony—first, operational intelligence on dissidents to be countered with covert action or military intervention; second, basic political and economic intelligence to advantage American diplomats in bi- or multi-lateral negotiations; third, scurrilous information about derelictions of national leaders useful in encouraging their compliance; and, finally, the empowerment of a neo-imperial gaze. Through the clandestine accumulation of knowledge about national leaders worldwide, Washington’s empowered rulers gain not only actual information, whether strategic or scandalous, but a deeper sense of omniscience for the exercise of dominion over inherently independent national leaders.

In deference to the historic Five Eyes alliance, the NSA has, since 2007, generally exempted close “2nd party” allies from surveillance programs such as its “Boundless Informant” operation. But, says a leaked NSA document, “we can, and often do, target the signals of most 3rd party foreign partners”—meaning those 30 Echelon allies such as Germany, France, and Italy. On a busy day in January 2013, the NSA collected 60 million phone calls and emails from Germany—with similar numbers for France, Italy, and Spain. To gain operational intelligence on these U.S. allies, the NSA tapped phones at European Council headquarters in Brussels and 38 “targets” in Washington and New York—including the European Union.
By late 2013, in the words of the New York Times, there were “more than 1,000 targets of American and British surveillance in recent years,” reaching down to even mid-level actors in the international arena. Apart from obvious subjects such as Israeli Prime Minister Ehud Olmert and Defense Minister Ehud Barak, the NSA and GCHQ monitored the vice-president of the European Commission, Joaquin Almunia, who oversaw anti-trust issues; the French energy company Total; and German government communications with Georgia, Rwanda, and Turkey (Ball and Hopkins 2013; Glanz and Lehren 2013).

Such secret intelligence about its allies gives the U.S. a significant diplomatic advantage. According to NSA expert James Bamford, “it’s the equivalent of going to a poker game and wanting to know what everyone’s hand is before you place your bet” (Erlanger 2013). Indeed, during the diplomatic wrangling at the UN over the Iraq invasion in 2002–03, the NSA intercepted Secretary-General Kofi Annan’s conversations and monitored the “Middle Six” of Third World nations on the Security Council—“listening in as the delegates communicated back to their home countries … to discover which way they might vote,” and offering “a highway, a dam, or a favorable trade deal … in a subtle form of bribery” (Bamford 2008: 141–42).

More recently, in October 2012, an NSA official identified as “DIRNSA,” or Director General Keith Alexander, proposed that in countering Muslim radicals their “vulnerabilities, if exposed, would likely call into question a radicalizer’s devotion to the jihadist cause, leading to the degradation or loss of his authority.” Citing the two timeless sources of scandal, sex and money, the agency suggested such vulnerabilities would likely include “viewing sexually explicit material online” or “using a portion of the donations they are receiving … to defray personal expenses.” The NSA document identified one potential target as a “respected academic” whose “vulnerabilities” are “online promiscuity.” According to author Bamford: “The NSA’s operation is eerily similar to the FBI’s operations under J. Edgar Hoover in the 1960s where the bureau used wiretapping to discover vulnerabilities, such as sexual activity, to ‘neutralize’ their targets.” In response to this leaked NSA document, the deputy legal director of the American Civil Liberties Union, Jameel Jaffer, warned that the “president will ask the NSA to use the fruits of surveillance to discredit a political opponent, journalist or human rights activist” (Greenwald, Gallagher, and Grim 2013).

Indeed, famed whistleblower Edward Snowden has accused the NSA of actually conducting such surveillance, saying: “They even keep track of who is having an affair or looking at pornography, in case they need to damage their target’s reputation … These programs were never about terrorism … They’re about power” (Snowden 2013).

Just as the internet has centralized communications, so it has moved most commercial sex into cyberspace, providing the NSA easy access to the embarrassing habits of targets worldwide, whether Muslim militants or European leaders. With an estimated 25 million salacious sites worldwide and 10.6 billion page views per month at the top five sex sites in 2013, online pornography has become, as of 2006, a $97 billion global business (Rosen 2013; TopTenReviews 2007).

Revelations from Snowden’s cache of leaked documents in late 2013 indicate the NSA has conducted close surveillance of leaders in 35 nations worldwide—including Brazilian president Dilma Rousseff’s personal phone; cabinet communications of former Mexican president Felipe Calderon and the email of his successor, Enrique Peña Nieto; intercepts for Chancellor Angela Merkel’s cell phone calls since 2002; phones taps of Indonesia’s president Susilo Bambang Yudhoyono; and “widespread surveillance” of world leaders during the Group 20 summit meeting at Ottawa in June 2010 (Romero and Archibold 2013;
Rubin 2013; Smale 2013a; Sanger and Mazzetti 2013; Smale 2013b; Editorial 2013; Mazzetti and Sanger 2013; Cochrane 2013; Austen 2013).

Such digital surveillance has tremendous political potency for scandal, exemplified by New York Governor Elliot Spitzer’s forced resignation in 2008 after phone taps revealed his use of escort services; and the ouster of France’s budget minister Jérôme Cahuzac in 2013 following phone taps that exposed his secret Swiss bank account (Feuer 2008; Pitney 2008; Chrisafis 2012, 2013). Again, the source of such scandal remains sex or money, both of which are readily tracked by the electronic surveillance that is the NSA’s forte.

Indicating the acute sensitivity of such executive communications, world leaders have reacted strongly to reports of NSA surveillance—a response with potentially deleterious consequences for U.S. relations with key allies. Chancellor Merkel demanded Five-Eyes exempt status for Germany (Smale 2013d, 2013c, 2013a). France’s Prime Minister François Hollande insisted, “We cannot accept this kind of behavior between partners and allies” (Erlanger 2013; Rubin 2013). After the European Parliament voted to curtail sharing of bank data with Washington, its president Martin Shultz explained: “When you approach a negotiation and you need to be afraid that the other side … has already spied out what you are going to say in that negotiation, then we are not talking about equal partners any more” (TV Newsroom—European Council of the EU 2013). Not only did Brazil’s President Rousseff cancel a state visit to Washington in September 2013 after reports about NSA taps on her phone, but within two months the state telecom company Telebras announced a joint venture with Embraer for a $560 million satellite network that will free Brazil from the internet and thereby “ensure the sovereignty of its strategic communications” (Romero 2013; MercoPress 2013).

Information and the Future of U.S. Global Power

By leaking a swelling stream of NSA documents, whistleblower Edward Snowden has given us a glimpse of future U.S. defense policy and the changing architecture of its global power. At the broadest level, this digital pivot complements Obama’s overall defense strategy, announced in 2012, of cutting costs (slashing infantry by 14 per cent) while conserving America’s global power through a capacity for “a combined arms campaign across all domains—land, air, maritime, space, and cyberspace” (Barnes and Hodge 2012; U.S. Department of Defense 2012: 2–5).


While cutting conventional armaments, President Obama has invested billions to build a new architecture for global information control. According to documents Snowden leaked to the Washington Post in August 2013, the U.S. has spent $500 billion on intelligence agencies in the dozen years since 9/11, including 2012 appropriations of $10.3 billion for the National Reconnaissance Office, $10.8 billion for the NSA, and $14.7 billion for the CIA (Shane 2013). If we add the $791 billion expended on the Department of Homeland Security to this $500 billion for global intelligence in the dozen years since 9/11, then Washington has made a $1.2 trillion investment in hardware, software, and personnel to build a formidable apparatus with enormous, unexplored implications for U.S. state controls at home and abroad (Kramer and Hellman 2013).
So formidable has this security bureaucracy become that, in December 2013, Obama’s executive review committee recommended regularization, not reform, of current NSA practices, allowing the agency to continue tapping all domestic and international communications. Any monitoring of foreign leaders would now require presidential approval, a power Obama has already exercised by promising Germany’s Chancellor Merkel that her phone will no longer be tapped and by refusing to extend the same assurance to the presidents of Brazil and Mexico, America’s now insubordinate subordinate elites (Sanger 2013).

To store and process the billions of messages swept up by its worldwide surveillance, the NSA employed, as of June 2013, 11,000 workers constructing, at a cost of $1.6 billion, a Data Center in Bluffdale, Utah, with an immense storage capacity measured in yottabytes. Since each yottabyte is equivalent to a trillion terabytes, this is an unimaginably vast capacity when one realizes that just fifteen terabytes could store every publication in the Library of Congress (MacAskill and Borg 2013; Poitras et al. 2013). In its quest for ever more powerful supercomputers for data processing and decoding encryption, the NSA deployed the Cray Cascade in 2010, developed by Defense Advanced Research Projects Agency (DARPA) at an unprecedented cost of $250 million and capable of a quadrillion calculations per second (Bamford 2008: 338–39; Gruner 2012).

From its new $2 billion headquarters, the third-biggest building in Washington, D.C., the National Geospatial-Intelligence Agency deploys 16,000 employees and a $5 billion budget to coordinate a rising torrent of surveillance data from U-2 spy planes, Global Hawks, X-37B space drones, Google Earth, and orbital satellites (Easterbrook 2011; National Geospatial-Intelligence Agency 2006, 2007; Priest and Arkin 2010).

By 2020, moreover, the U.S. will deploy a triple-canopy aerospace shield, advanced cyberwarfare, and digital surveillance to envelop the earth in an electronic grid capable of blinding entire armies on the battlefield or atomizing a single insurgent in field or favela. At the outer level in the Exosphere, the weaponization of space started in April 2010 when the U.S. Air Force launched its first space drone, a mini space shuttle called the X-37B, that circled the globe for nine months in a low orbit of 255 miles with the potential for terrestrial surveillance and missile strikes against rival space targets (Broad 2010; Weeden 2010). To prevent China from blinding U.S. command communications by shooting down its satellites, DARPA is developing the F-6 fractionated satellite that scatters key components, preventing both enemy attack and equipment failure (Brown 2007; DARPA 2011b).

Closer to earth in the Upper Stratosphere, the Pentagon is developing the Falcon Hypersonic Cruise Vehicle that will fly at 13,000 miles per hour, 20 times the speed of sound, to “deliver 12,000 pounds of payload,” destroying any target “anywhere in the world on 30 minutes notice” (Defense Advanced Research Projects Agency 2008; Singer 2009: 121; Shanker 2011).

In the Lower Stratosphere, within striking distance of earth, the Pentagon is launching an armada of 99 Global Hawk drones that cruise at 60,000-feet elevation—equipped with high-resolution cameras to surveil all terrain within a 100-mile radius, electronic sensors to intercept microwave communications, and efficient engines for 24-hour flight (Drew 2011). By late 2011, the U.S. Air Force and CIA had ringed the entire Eurasian landmass with a network of 60 bases for Reaper and Predator drones, stretching from Sicily across the Indian Ocean to Guam. With a range of 1,150 miles when armed with Hellfire missiles and GBU-30 bombs, U.S. Reaper drones could strike targets anywhere in Europe, Africa, and Asia (Turse 2011, 2012).

Ultimately, the third technological regime requires integration of this aerospace array into a robotic command structure that will coordinate operations across all combat domains—space, cyberspace, sky, sea, and earth. To manage this torrent of information, the system will need to become self-maintaining
through “robotic manipulator technologies” such as DARPA’s FREND system that can fuel, repair, or reposition satellites. Thus, in its “Signit Strategy 2012–2016,” the NSA planned to “dramatically increase mastery of the global network” by integration of its systems into a national matrix of robotic sensors that interactively “sense, respond and alert one another at machine speed” (Risen and Poitras 2013b; DARPA 2011a). In future, Washington will require such an automated system capable of translating this Babel of digital data, captured from drones in the skies above and fiber optic cables in the earth below, into actionable intelligence for the effective exercise of global power.

**Conclusion**

Through three Asian wars over the span of a century, these crucibles of counterinsurgency in the Philippines, Vietnam, and Iraq/Afghanistan have pushed U.S. pacification to its technological limits, forcing the formation of new systems of surveillance and information warfare. This ongoing process of technological innovation within its third information regime has significant but still uncertain implications for the future of U.S. global hegemony. However, what is certain is that understandings of that future require the methodological task, as demonstrated in this article, of historical inflection.

As the disparity grows between Washington’s global reach and its withering mailed fist, as it struggles to maintain 40 per cent of the world’s armaments circa 2012 with only 23 per cent of its gross output, the U.S. will need to find ways to exercise its global power more economically (Perlo-Freeman et al. 2013: 2; Johansson et al. 2012: 23, fig. 10). As its share of world output falls to 17 per cent by 2016 and its social welfare costs climb from 4 per cent of GDP in 2010 to 18 per cent by 2050, savings will become imperative for Washington’s survival as a world power (International Monetary Fund 2011; Weisbrot 2011; Mandelbaum 2010: 20, 46–52, 185).

Compared to the trillion-dollar cost of conventional U.S. military intervention in Iraq, the NSA’s 2012 budget of just $11 billion for worldwide surveillance and cyberwarfare is a cost-savings the Pentagon cannot afford to forego (Shane 2013). Cyberspace offers Washington a budget-priced arena of global power, albeit at the cost of trust by its closest allies—a contradiction that will bedevil America’s global leadership for years to come.

Looking inward for the domestic implications of this history, the process of imperial mimesis leads a nation like the U.S., that exercises power beyond its borders through pervasive surveillance, to exhibit many of those same coercive features in its own society. Sadly, it seems that Mark Twain was right when he warned us, just over a hundred years ago, that America could not have both empire abroad and democracy at home.
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